**1. Thông tin nhạy cảm bị lộ:**  
Có **3 thông tin nhạy cảm**:

* **Ngày sinh (08/09/2002)** → có thể dùng để đoán mật khẩu, câu hỏi bảo mật hoặc số CMND.
* **Địa chỉ nhà (số 123, đường Lê Lợi)** → tiết lộ vị trí cá nhân, dễ bị quấy rối hoặc lừa đảo.
* **Họ tên (ẩn trong tài khoản Facebook)** → khi kết hợp với hai thông tin trên sẽ giúp định danh chính xác bạn.

**2. Cách tin tặc có thể lợi dụng:**

* Dùng **ngày sinh** để đoán hoặc khôi phục mật khẩu tài khoản.
* Dùng **địa chỉ nhà** để gửi thư lừa đảo, giả danh hoặc theo dõi thói quen cá nhân.
* Kết hợp các thông tin công khai để **giả mạo danh tính**, vay tiền online hoặc lừa người quen của bạn.

**3. Ba cách bảo mật thông tin cá nhân khi dùng mạng xã hội:**

* **Không đăng công khai thông tin cá nhân** như ngày sinh, địa chỉ, số điện thoại.
* **Chỉ chia sẻ bài viết với bạn bè tin cậy**, giới hạn quyền xem bằng cài đặt quyền riêng tư.
* **Sử dụng mật khẩu mạnh và xác thực hai lớp (2FA)** để bảo vệ tài khoản khỏi truy cập trái phép.